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PURPOSE 
Roseman University of Health Sciences technology resources are intended to support and enhance 
the academic mission and administrative functions of the university. This Acceptable Use Policy 
(AUP) states the rules and regulations regarding the use of these technologies. This AUP 
complements and supplements, rather than replaces other policies concerning appropriate conduct 
of employees and students of Roseman University of Health Sciences. Roseman’s technology 
resources includes any computer, computer-based network and supporting infrastructure, 
computer peripheral, e.g. printer, operating system, software or any combination thereof, owned 
or licensed by Roseman University of Health Sciences or under the custody or control of Roseman 
University of Health Sciences.  This policy also applies to any of the above mentioned items which 
fall under company and/or personal ownership, used in conjunction with any portions of the 
Roseman University of Health Sciences networked infrastructure. The university grants access to 
its networks and computer systems subject to certain responsibilities and obligations set forth 
herein and subject to all local, state, and federal laws. Appropriate use should always be legal, 
ethical and consistent with the university’s mission, policies, and procedures. 
 
AUTHORIZED USE 
Authorized use of Roseman’s technology resources is use consistent with this policy. An 
authorized user is any person who has been granted authority by the university to access its 
technology resources and whose usage complies with this policy. Unauthorized use is strictly 
prohibited. The term “user” hereinafter refers to any student, employee, or anyone affiliated with 
the Roseman University of Health Sciences. 
 
PRIVACY 
Users must recognize that there is no guarantee of privacy associated with their use of Roseman’s 
technology resources. The university may find it necessary to view electronic data and it may be 
required by law to allow third parties to do so (e.g. electronically stored data may become evidence 
in legal proceedings.) It is also possible that messages or data may be inadvertently viewed by 
others. 
 
INDIVIDUAL RESPONSIBILITIES 
Common Courtesy and Respect for Rights of Others 
All users are responsible to respect and value the privacy of others, to behave ethically, and to 
comply with all legal restrictions regarding the use of electronic data. All users are also responsible 
to recognize and honor the intellectual property rights of others. Actions or language that 
constitutes unlawful harassment, threats, intimidation, defamation, or violence are not permitted. 
Users who engage in such activity will be subject to disciplinary action. 
 
Responsible Use 
All users are responsible for refraining from all acts that waste Roseman’s technology resources 
or prevent others from using them. Each user is responsible for the security and integrity of 
information stored on his/her personal computer. Computer accounts, passwords, and other types 
of authorization are assigned to individual users and must not be shared with or used by others. 



 

All users must maintain confidentiality of student information in compliance with the Family 
Education Rights and Privacy Act (FE



 

Technology Services and/or their designee, and must follow the equipment check-out process 
through the Technology Services Help Desk.  Employees may use the approved university 
equipment at home provided the employee accepts full responsibility for any loss or damage to 
the equipment if the university’s insurance and/or manufacturer warranty does not cover it. The 
equipment must be returned to Roseman when its use at home is no longer necessary, authorized, 
or when the employee terminates employment. Failure to do so may result in appropriate 
sanctions brought against the employee, and they may be responsible for any replacement costs. 
 
In the event that a student’s Roseman issued computer will be under repair for longer than 1 
(one) calendar day, the student can check out a loaner laptop to take home to ensure their 
academic demands are not interrupted.  Students may use the approved university equipment at 
home provided the student accepts full responsibility for any loss or damage to the equipment if 
the university’s insurance and/or manufacturer warranty does not cover it. Students must follow 
the equipment check-out process through the Technology Services Help Desk.  The loaner laptop 
must be returned upon completion of their repaired laptop.   
   
Notice of Digital Millennium Copyright Act (DMCA) 
In October 1998, the Digital Millennium Copyright Act (DMCA) was passed. It criminalizes 
production and dissemination of technology, devices, or services intended to circumvent measures 
(commonly known as digital rights management or DRM) that control access to copyrighted 
works. 
 
Roseman University of Health Sciences requires employees, students and affiliates utilizing 
University infrastructure to comply with all U.S. copyright laws. Roseman reserves the right to 
remove or restrict access to materials posted on University-owned equipment if it is alleged that 
U.S. copyright laws have been violated. If Roseman determines that U.S. copyright laws have been 
violated, the infringing material will be permanently removed. 
 
Because the DMCA requires copyright holders to notify Roseman if a user has illegally 
downloaded content, employees, students and affiliates who utilize their computing privileges to 
misuse the bandwidth for illegal downloads and file sharing will face the following disciplinary 
actions: 
 
First Offense: 
If a complaint is filed against a student, employee or affiliate, the Vice President for Technology 
Services, or his/her designee, will contact them by e-mail. This e-mail will include the following 
details of the alleged infringement: 

1. The accusing party 
2. The name of the file allegedly being shared illegally 
3. Other pertinent information 

 
After the e-mail has been sent out, the student, employee or affiliate will have no more than forty-
eight (48) clock hours to respond stating that you have removed the file from your computer and/or 
are no longer distributing it to others, or if you believe that the filed complaint is erroneous. If the 
Vice President for Technology Services, or his/her designee, does not receive this response within 





 



 

• Personal Computer Equipment: Devices you own and manage, whether or not you receive 
a university stipend for them. They include personal computers, laptops, smartphones, 
tablets, media players, and removable media that can be readily transferred from one 
electronic device to another. 

 
SECURITY 
System Administration Access 
The Vice President for Technology Services, or his/her designee, will be granted authority to 
access files for the maintenance of the systems, storage or backup of information, or pursuing 
system problems. Further, the university may access usage data, such as network session 
connection times and end-points, CPU and disk utilization, security audit trails, etc. Such activity 
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